**Etiquetas: #SecureOurWorld #CybersecurityAwarenessMonth**

**Enlace a:** [**https://www.cisa.gov/cybersecurity-awareness-month**](https://www.cisa.gov/cybersecurity-awareness-month)

[**https://staysafeonline.org/programs/cybersecurity-awareness-month/**](https://staysafeonline.org/programs/cybersecurity-awareness-month/)

**Publicaciones generales**

* ¡Es nuestro mes favorito! Octubre es el #CybersecurityAwarenessMonth. Con tan solo unos clics, podrá mantenerse seguro en línea. Más información en: [enlace] #SecureOurWorld
* ¡Manténgase conectado durante el #CybersecurityAwarenessMonth 2023! ¡Siga a @CISAgov y @StaySafeOnline para recibir las últimas actualizaciones durante todo octubre! #SecureOurWorld
* Únase con nosotros este octubre en el #CybersecurityAwarenessMonth para conocer formas proactivas de mantenerse seguro en línea. #SecureOurWorld
* El #CybersecurityAwarenessMonth es el momento perfecto para concientizar sobre la importancia de la #ciberseguridad. Asegúrese de que sus amigos y familiares tengan la información que necesitan para mantenerse seguros durante todo el año. Visite [enlace] para obtener más información. #SecureOurWorld
* La ciberseguridad es tarea de todos, incluida la suya. #CybersecurityAwarenessMonth #SecureOurWorld
* Cuatro formas sencillas de mantener su vida en línea más segura: 1. Utilice contraseñas seguras y descargue un administrador de contraseñas. 2. Active la autenticación multifactor. 3. Reconozca y denuncie la suplantación de identidad. y 4. Actualice su software. #CybersecurityAwarenessMonth #SecureOurWorld
* Todos tenemos un rol que cumplir para que nuestro mundo interconectado sea más seguro y resiliente para todos. Ayude a sus amigos, colegas y familiares con estas herramientas y consejos: [enlace] #CybersecurityAwarenessMonth #SecureOurWorld

**Publicaciones sobre medidas de ciberseguridad**

Autenticación multifactor

* Evite que los ciberdelincuentes accedan a sus cuentas activando la autenticación multifactor. #CybersecurityAwarenessMonth #SecureOurWorld #MFA
* ¡Proteja al mundo como un profesional! #SecureOurWorld La autenticación multifactor agrega una capa adicional de protección a sus cuentas, lo que dificulta el acceso de los piratas informáticos. Vaya un paso por delante y bloqueé su entrada.
* ¿En qué cuentas debería habilitar la autenticación multifactor (Multifactor Authentication, MFA)?

1. En cuentas que tienen su información financiera, como bancos y tiendas en línea

2. En cuentas que tienen su información personal, como redes sociales y aplicaciones de atención médica

3. En cuentas que tienen información que utiliza para trabajar

Para hacer el cuento largo corto... ¡Utilice la MFA en todas partes!

#CybersecurityAwarenessMonth #SecureOurWorld

* ¡Las contraseñas son los guardianes primordiales de su reino en línea! Pero ¿por qué conformarse con una línea de defensa cuando puede tener dos? La autenticación multifactor duplica la seguridad, lo que hace que sus cuentas estén mucho más protegidas. ¡Mantenga a raya a los malos! #SecureOurWorld #CybersecurityAwarenessMonth
* No hay nadie como usted en todo el mundo... excepto el ciberdelincuente con su contraseña. Protéjase contra los ciberataques. ¡Utilice la autenticación multifactor! #CybersecurityAwarenessMonth #SecureOurWorld

Suplantación de Identidad

* Denunciar una estafa ayuda a advertir a otros sobre incidentes cibernéticos. No dude en denunciar los intentos de suplantación de identidad. #CybersecurityAwarenessMonth #SecureOurWorld
* La mayoría de los incidentes cibernéticos comienzan con la suplantación de identidad. Para detenerlo, denúncielo. #CybersecurityAwarenessMonth
* Señales de un intento de suplantación de identidad a las que debe estar atento: 1) Crean una sensación de urgencia o afirman necesitar ayuda. 2) Piden información personal o financiera. 3) Quieren que descargue un archivo o haga clic en un enlace. ¡No muerda el anzuelo! #CybersecurityAwarenessMonth #SecureOurWorld
* ¡Piense antes de hacer clic! Los correos electrónicos de suplantación de identidad se disfrazan de mensajes inofensivos, pero son peligrosas pirañas digitales que nadan en su bandeja de entrada. Manténgase alerta, detecte las señales y reporte los correos electrónicos sospechosos. ¡Juntos podemos mantenernos a salvo! #SecureOurWorld #CybersecurityAwarenessMonth
* ¡No se deje atrapar! Los correos electrónicos de suplantación de identidad son un cebo engañoso que intenta atraparlo. Aprenda a detectarlos y denunciarlos. #SecureOurWorld #CybersecurityAwarenessMonth
* ¡Su bandeja de entrada es su fortaleza! Los correos electrónicos de suplantación de identidad intentan vulnerar sus defensas, pero usted puede ser más astuto que ellos. Conozca las señales reveladoras de la suplantación de identidad, como errores ortográficos, archivos adjuntos sospechosos o solicitudes urgentes, y denuncie esos mensajes fraudulentos. ¡Protéjase a sí mismo y a los demás! #SecureOurWorld #CybersecurityAwarenessMonth

Contraseñas y administradores de contraseñas

* ¿Sabía que una persona promedio tiene más de 100 contraseñas al mismo tiempo? Aquí tiene un sencillo consejo profesional: un administrador de contraseñas puede ayudarle a crear contraseñas seguras y únicas para cada cuenta. #CybersecurityAwarenessMonth #SecureOurWorld #passwordsecurity
* No importa la cuenta, debe crear todas las contraseñas (#passwords) con estas 3 características en mente: larga (126 caracteres), única (nunca reutilice contraseñas) y compleja (una combinación de letras mayúsculas y minúsculas, números y caracteres especiales). #CybersecurityAwarenessMonth #SecureOurWorld
* ¿Cuáles son las ventajas de un administrador de contraseñas? Puede:
	+ Ahorrar tiempo
	+ Crear contraseñas seguras
	+ Identificar contraseñas débiles

 #CybersecurityAwarenessMonth #SecureOurWorld

* Organice su creciente lista de cuentas en línea con un administrador de contraseñas. Puede administrar todas sus credenciales en línea, como nombres de usuario y contraseñas, almacenándolas en una base de datos cifrada segura y generando otras nuevas cuando sea necesario. #CybersecurityAwarenessMonth #SecureOurWorld
* ¡Proteja sus cuentas! Las contraseñas seguras son su primera línea de defensa contra las amenazas cibernéticas. No se conforme con combinaciones débiles. Cree contraseñas únicas y complejas para cada cuenta y considere la posibilidad de utilizar un administrador de contraseñas para mayor comodidad y seguridad. #SecureOurWorld #CybersecurityAwarenessMonth
* ¡Evite los errores comunes con las contraseñas! A los piratas informáticos les encantan los objetivos fáciles, así que no les facilite el trabajo. Dígale no a: contraseña123 o QWERTY. Opte por utilizar contraseñas únicas y complejas: deje que un administrador de contraseñas se encargue del trabajo pesado por usted. Es hora de mejorar su nivel de seguridad. #SecureOurWorld #CybersecurityAwarenessMonth

Actualizaciones de software

* Consejo del #CybersecurityAwarenessMonth: si lo conecta, protéjalo. Sea más astuto que los ciberdelincuentes actualizando periódicamente su software. #SecureOurWorld #CybersecurityAwarenessMonth
* Cualquier dispositivo que se conecte a Internet es vulnerable a los riesgos. Mantener actualizados el software de seguridad del dispositivo, el navegador web y los sistemas operativos es la mejor manera de defenderse. ¡Habilite las actualizaciones automáticas! #CybersecurityAwarenessMonth #SecureOurWorld
* ¡Es importante instalar todas esas alertas de actualización del software! No solo corrigen los errores, sino que también corrigen cualquier fallo de seguridad. #CybersecurityAwarenessMonth #SecureOurWorld
* Preste atención a las alertas de actualización del software y configúrelo para que se actualice automáticamente; es una manera fácil de mantener la seguridad. ¡Configúrelo y despreocúpese! #CybersecurityAwarenessMonth #SecureOurWorld
* ¡No sea una víctima de las amenazas cibernéticas! Los piratas informáticos siempre buscan vulnerabilidades que explotar. Lleve la delantera habilitando las actualizaciones automáticas de software. ¡Manténgase seguro, manténgase actualizado! #SecureOurWorld #CybersecurityAwarenessMonth
* ¡El poder de las actualizaciones oportunas! Las actualizaciones automáticas de software protegen sus dispositivos silenciosamente. Dígale adiós al software obsoleto y aproveche el poder de las funciones más recientes, el rendimiento mejorado y la seguridad reforzada. #SecureOurWorld #CybersecurityAwarenessMonth