
 

 

 

 

FREE, SECURE, UNCLASSIFIED 
RESOURCE PORTAL 

 For the Nation’s security and emergency 
services professionals across the federal, 
state, local, tribal, territorial (FSLTT), and 
private sectors. 

Designed to increase awareness and help  users deter, prevent, and respond to 
improvised explosive device (IED)-related 
incidents. 

TRIPwire.cisa.gov 

TRIPwire combines expert analyses and 
reports with relevant documents, images, 
training, and videos to help first responders 
and security professionals prevent, protect 
against, respond to, and mitigate the destruc-
tiveness of bombing incidents. 

Access to TRIPwire is free and registration is 
open to all members of the bombing prevention 
community courtesy of the Cybersecurity and 
Infrastructure Agency (CISA) Office for Bombing 
Prevention. 

The CISA Office for Bombing Prevention 
has a mission to enhance national security by 

Membership Eligibility 
Those eligible for TRIPwire include public safety 
bomb technicians; canine handlers; emergency 
services, military, and government personnel; 
intelligence analysts; and critical infrastructure 
owners, operators, and security professionals. 

building public and private capabilities to deter, 
prevent, and respond to bombing incidents. 

For more information 
regarding bombing prevention programs, 

contact: obp@cisa.gov 

https://TRIPwire.cisa.gov
mailto:obp@cisa.gov


 

 
 

 

 
 

 

 
 

 
 

 
 

Data and Trend Analysis 
Leverage TRIPwire to understand risks to your 
community using the Incident Map and TRIPwire’s 
Weekly and Monthly Domestic IED reports. 

Emergency Responder Notes (ERNs) 
These notes are designed to increase first 
responder awareness of emerging threats. The 
CISA Office for Bombing Prevention subject matter 
expert recommends developing topics of concern 
for the first responder community on issues such 
as IED components. These products are intended 
to assist the bomb technician and first responder 
communities. 

“TRIPwire is exactly the kind of support local 
law enforcement needs on the federal level to 
combat and to interdict terrorism.” 

— Chief William Bratton, 
Former LAPD, NYPD Police Chief 

What’s New 
This notification highlights significant domestic and 
international IED-related incidents and includes a 
summary and visual context. The What’s New 
provides situational awareness to the Cybersecurity 
and Infrastructure Security Agency (CISA), FSLTT, 
and private sector stakeholders. 

TRIPwire Awareness 
Bulletins (TABs) 
These bulletins provide information 
and analysis on tactics, techniques 
and procedures used by malicious actors in 
domestic and international explosives-related 
incidents. TABs also provide information and 
analysis cited in threat actors’ propaganda. 
This product is intended to provide situational 
awareness to CISA and FSLTT stakeholders. 

Easy access to key information 
and resources 

Requests for Information (RFIs) 

Targeted Infrastructure Trend 
Analysis Reports provide data 
visualization or a simple data 
pull with talking points for 
device-related incidents in 
specific sectors over a set date 
range or issues of concern for 
the affected sector. 

Incident-Type Trend Analysis 
Reports provide data for a set 
location and time range, allowing 
the stakeholder to understand 

Training 
TRIPwire provides access to a 
vast array of courses that 
provide general counter-IED 
information to a broad 
audience. Most classes are 
one hour and can be taken 
independently. These courses 
are designed to provide 
counter-IED information to 
enhance awareness and 
response to threats. 

the issues affecting their area. 

Geographical Trend Analysis 
Reports depict IED-related 
information by state, region, 
or nationally and include 
region-specific highlights, 
national details, graphics, and 
talking points. 




