
As the National Coordinator for Critical Infrastructure Security 
and Resilience, CISA works with partners at every level to 
identify and manage risk to the cyber and physical 
infrastructure that Americans rely on every hour of every day. 
Our mission extends across three primary areas: cybersecurity, 
infrastructure security, and emergency communications.  

We work with owners and operators of Critical Infrastructure such 
as water and wastewater treatment plants, emergency 
communication systems, hospitals, schools, power plants, 
stadiums, shopping malls, dams, farms, and so much more… 
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We execute our mission by:

• Assessing Risks: We assess the 
cyber and physical risks faced by 
Critical Infrastructure owners and 
operators.  We then advise them on 
how to strengthen their defenses 
against those risks.

• Building Capacity and Resilience: 
We work with our stakeholders to 
help build their capacity to withstand 
physical and cyber threats and to 
strengthen their resilience so they can 
get back to work fast a�er an incident.

• Sharing Information: We provide 
Critical Infrastructure owners and 
operators with information regarding 
current cyber and physical threats 
and bad actors. 

We are where you need us.  Our security 
subject ma�er experts are located across 
the country in 10 CISA Regions: 
cisa.gov/regions. 

• Contact us: SayCISA@cisa.dhs.gov 
1-844-SayCISA

Scan the QR Code 
for CISA.GOV

https://www.cisa.gov/about/regions

