
EXECUTIVE ORDER 13636 AND PRESIDENTIAL POLICY DIRECTIVE 21 
 

NIAC EO/PPD IMPLEMENTATION WORKING GROUP  
 

INTEGRATED TASK FORCE INFORMATION SHARING  
Framing Questions for Working Group Member Consideration 

 
Information Sharing: 
 

1. What obstacles do you see in the current information sharing environment with 
the Federal government and with the state and local government?  What do your 
employees see when they try to obtain or send information to the Federal 
government?  What causes the most heartburn and inefficiencies that 
demotivate sharing of information with the Federal government or with the 
SLTT? 

 
2.  What are incentives to increased information exchange? 
 
3. What are the most effective mechanisms/processes that you have seen? 
 
4. What are the unique aspects of cyber information sharing that might differ 

from physical information sharing?  Is the right information reaching the 
right people to take the action that is needed?  If not, how can this be 
addressed specifically for cyber information sharing? 

 

5. What principles or actions that can be taken to be most likely to encourage 
voluntary information sharing? Least likely? 

 

6. What is the core value proposition for cyber related information sharing 
(two-way?) 

 

7. How should the Federal Government and private sector owners and operators 
track metrics for timely and coordinated sharing of cyber threat information 
and situational awareness at appropriate classifications? What might be the 
metrics for effective information sharing in both cyber and 
physical/operational dimensions? 

 
 


